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SGX Prohibits Provenance

Adversaries use memory corruption errors to mount code-reuse attacks
External observers cannot distinguish correct and hijacked executions

Design

Properties guaranteed:
1) Secure streaming of runtime information
2) Detecting code-reuse attacks

Design: Tracing

Design: Streaming

Evaluation: Overhead

Evaluation: Model

Symex explores the majority of the functions
We fallback to static analysis only for few cases

Macrobenchmark over StealthDB (PostgreSQL’s SGX plugin) has limited overhead
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