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→ Hard to gather threat information
Goal

MUDscope

→ Monitor for IoT threat activities at home-like environments
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(= with clusters fluctuations)

<table>
<thead>
<tr>
<th>Attack</th>
<th>MRT entries</th>
<th>Anomalous entries</th>
<th>TP</th>
<th>TN</th>
<th>FP</th>
<th>FN</th>
<th>Accuracy</th>
<th>Precision</th>
<th>Recall</th>
<th>F1-score</th>
</tr>
</thead>
<tbody>
<tr>
<td>Telnet/SSH port scan</td>
<td>130</td>
<td>15</td>
<td>15</td>
<td>115</td>
<td>0</td>
<td>0</td>
<td>100.00%</td>
<td>100.00%</td>
<td>100.00%</td>
<td>100.00%</td>
</tr>
<tr>
<td>OS scan</td>
<td>217</td>
<td>26</td>
<td>26</td>
<td>191</td>
<td>0</td>
<td>0</td>
<td>100.00%</td>
<td>100.00%</td>
<td>100.00%</td>
<td>100.00%</td>
</tr>
<tr>
<td>Vulnerability scan</td>
<td>310</td>
<td>48</td>
<td>45</td>
<td>259</td>
<td>3</td>
<td>0</td>
<td>98.06%</td>
<td>93.75%</td>
<td>100.00%</td>
<td>96.77%</td>
</tr>
<tr>
<td>TCP SYN flood DoS</td>
<td>170</td>
<td>22</td>
<td>16</td>
<td>142</td>
<td>6</td>
<td>0</td>
<td>96.47%</td>
<td>72.73%</td>
<td>100.00%</td>
<td>84.21%</td>
</tr>
<tr>
<td><strong>Total</strong></td>
<td><strong>827</strong></td>
<td><strong>111</strong></td>
<td><strong>102</strong></td>
<td><strong>707</strong></td>
<td><strong>9</strong></td>
<td><strong>0</strong></td>
<td><strong>98.90%</strong></td>
<td><strong>91.89%</strong></td>
<td><strong>100.00%</strong></td>
<td><strong>95.77%</strong></td>
</tr>
</tbody>
</table>
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FPs because of non manufacturer’s MUD
## Results – identifying same attacks

<table>
<thead>
<tr>
<th>Attack</th>
<th>Total signatures</th>
<th>Expected matches</th>
<th>TP</th>
<th>TN*</th>
<th>FP</th>
<th>FN</th>
<th>Accuracy</th>
<th>Precision</th>
<th>Recall</th>
<th>F1-score</th>
</tr>
</thead>
<tbody>
<tr>
<td>Telnet/SSH port scan</td>
<td>5</td>
<td>10</td>
<td>10</td>
<td>N/A*</td>
<td>0</td>
<td>0</td>
<td>100.00%</td>
<td>100.00%</td>
<td>100.00%</td>
<td>100.00%</td>
</tr>
<tr>
<td>OS scan</td>
<td>5</td>
<td>10</td>
<td>6</td>
<td>N/A*</td>
<td>0</td>
<td>4</td>
<td>60.00%</td>
<td>100.00%</td>
<td>60.00%</td>
<td>75.00%</td>
</tr>
<tr>
<td>Vulnerability scan</td>
<td>5</td>
<td>10</td>
<td>8</td>
<td>N/A*</td>
<td>0</td>
<td>2</td>
<td>80.00%</td>
<td>100.00%</td>
<td>80.00%</td>
<td>88.89%</td>
</tr>
<tr>
<td>TCP SYN flood DoS</td>
<td>2</td>
<td>1</td>
<td>1</td>
<td>N/A*</td>
<td>1</td>
<td>0</td>
<td>50.00%</td>
<td>50.00%</td>
<td>100.00%</td>
<td>66.67%</td>
</tr>
<tr>
<td>Total</td>
<td>17</td>
<td>31</td>
<td>25</td>
<td>N/A*</td>
<td>1</td>
<td>6</td>
<td>78.13%</td>
<td>96.15%</td>
<td>80.65%</td>
<td>87.72%</td>
</tr>
</tbody>
</table>

\[\text{same attacks identified as same}\]
Results – identifying same attacks - example

DoS experiment

Clusters balance

MRT entry #
## Results – discerning different attacks

<table>
<thead>
<tr>
<th>Test</th>
<th>Device(s)</th>
<th>Compared MRT feeds</th>
<th>Incorrect matches</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td>Expected</td>
<td>Worst</td>
</tr>
<tr>
<td>1</td>
<td>Eufy home-kit doorbell</td>
<td></td>
<td>0</td>
<td>3</td>
</tr>
<tr>
<td>2</td>
<td>Honeywell thermostat</td>
<td>Scans</td>
<td>0</td>
<td>3</td>
</tr>
<tr>
<td>3</td>
<td>Homblì plug 1</td>
<td>(Telnet/SSH, OS,</td>
<td>0</td>
<td>3</td>
</tr>
<tr>
<td>4</td>
<td>Homblì plug 2</td>
<td>Vulnerabilities)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>5</td>
<td>Foscam camera C1780P</td>
<td>All</td>
<td>0</td>
<td>6</td>
</tr>
<tr>
<td>6</td>
<td>Eufy, Honeywell, Homblì, Foscam</td>
<td>All</td>
<td>0</td>
<td>6</td>
</tr>
<tr>
<td></td>
<td>Overall</td>
<td></td>
<td>0</td>
<td>18</td>
</tr>
<tr>
<td></td>
<td>Matches correctly discarded</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Comparisons correctly discarded
Results – identifying different attacks

![Graph showing different types of attacks](image-url)
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Novel approach to gain visibility of IoT threats at home-like environments

95.77% F1 score for detection of attacks
96.15% of same attack cases identified as same
94.44% of different attack cases identified as different
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Use-case:
- Security monitoring for vendors
Conclusions – open source!

MUDscope tool and Dataset

https://github.com/lucamrgs/MUDscope
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