Call for Participation  

ACSAC 22  

AC SAC is an internationally recognized forum where practitioners, researchers, and developers in information system security meet to learn and to exchange practical ideas and experiences. If you are developing practical solutions to problems relating to protecting commercial enterprises' or countries' information infrastructures, consider submitting your work to the Annual Computer Security Applications Conference.

We are especially interested in submissions that address the application of security technology, the implementation of systems, and lessons learned. Some example topics are:

- Access control
- Applied cryptography
- Audit and audit reduction
- Biometrics
- Boundary control devices
- Certification and accreditation
- Database security
- Denial of service protection
- Defensive information warfare
- Electronic commerce security
- Enterprise security
- Forensics
- Identification and authentication
- Information survivability
- Insider threat protection
- Integrity
- Intell. property rights protection
- Incident response planning
- Intrusion detection and event correlation
- Malware
- Middleware and distributed systems security
- Modeling and simulation
- Mobile and wireless security
- Operating systems security
- Product evaluation criteria and compliance
- Privacy
- Risk/vulnerability assessment
- Security engineering and management
- Service Oriented Architectures
- Software assurance
- VoIP security

This year, ACSAC has identified important topics and key technology areas having a significant impact on enterprise security both in the public and private sectors. These topics include: Vulnerability Management, Industrial Control System Security, Minimum Security Requirements (FIPS 200), Personal Identity Verification (FIPS 201), Federal Information Security Management Act of 2002 (FISMA), and Certification and Accreditation. We are soliciting proposals from government and industry in these key focus areas and will assemble a select group of presentations called Case Studies in Applied Security with participation from both contributing sectors. These case studies in applied security will reinforce the commonality of purpose among government and industry participants in helping to provide more effective information security for the critical infrastructure and electronic commerce applications within the United States and internationally.

<table>
<thead>
<tr>
<th>Description</th>
<th>Submit</th>
<th>Due Date</th>
<th>Notifications</th>
</tr>
</thead>
<tbody>
<tr>
<td>Technical Track</td>
<td>Peer reviewed and published in proceedings</td>
<td>full paper</td>
<td>Aug 13, 2006</td>
</tr>
<tr>
<td>Panels</td>
<td>Proposals for expert panel discussions</td>
<td>1 page proposal</td>
<td>Jun 4, 2006</td>
</tr>
<tr>
<td>Tutorials</td>
<td>Proposals for giving in-depth seminars</td>
<td>proposal</td>
<td>Jul 20, 2006</td>
</tr>
<tr>
<td>Workshop</td>
<td>Interactive workshops on current issues</td>
<td>proposal</td>
<td>Jul 20, 2006</td>
</tr>
<tr>
<td>Works in Progress</td>
<td>Five minute presentations on the latest work</td>
<td>1-2 page abstract</td>
<td>Sep 8, 2006</td>
</tr>
</tbody>
</table>

Detailed submission information for all categories at: [http://www.acsac.org/cfp](http://www.acsac.org/cfp)